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Tool 43-Risk And Value Analysis of IT/IS portfolio 

1. Introduction 

=>Several years of analysis in the IS industry had proven that the development of IS projects can be 

challenging and time consuming task  “Chaos Report” in 1995, or the Robbins-Gioia survey in 2001”,  

=>Also a number of studies and surveys have been conducted in recent years that have highlighted problems 

and failures related to IT projects ”PM world Today, June 2008”. 

=>Furthermore, IS/IT project development represents a big investment inside an organization (in 1995, the 

Standish group reported  the average cost of development projects differs according to size). See Appendics(i) 

2.What framework should be used ? 

A four cycle method created by Salmela and Spil  (International Journal of Information Management, 2002) 

will be used by integrating  risk and value analysis .  

 

 

                        Figure 1. Risk vs value for the project portfolio 

 

3.What  are Risk Management, Assessment and analysis? 

=>Risk management is the identification, assessment, and prioritization of risks (defined in ISO 31000 as the 

effect of uncertainty on objectives, whether positive or negative) followed by coordinated and economical 

application of resources to minimize, monitor, and control the probability and/or impact of unfortunate 

events
[
or to maximize the realization of opportunities. 

 

http://csrc.nist.gov/publications/nistpubs/800-30/sp800-30.pdf
http://www.pmforum.org/library/editorials/2008/PDFs/Pells-6-08.pdf
http://www.projectsmart.co.uk/docs/chaos-report.pdf
http://www.projectsmart.co.uk/docs/chaos-report.pdf
http://www.google.com/imgres?imgurl=http://innovateteam.com/cms/wp-content/uploads/project-portfolio.jpg&imgrefurl=http://innovateteam.com/services/software-engineering/project-portfolio-management-and-analysis/&h=375&w=550&sz=67&tbnid=hznoON011uJl1M:&tbnh
http://www.utwente.nl/mb/iscm/staff/academic/Spil/Incredible%20Information%20Strategy/webhare.docx/http:/en.wikipedia.org/wiki/Risk_management
http://www.youtube.com/watch?v=_KzM1oGK8mo
http://en.wikipedia.org/wiki/ISO_31000
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=>Risk assessment is the first process in the risk management methodology.  

 

=>Organizations use risk assessment to determine the extent of the potential threat and the risk 

associated with an IT system .Risk is a function of the likelihood of a given threat-source’s 

exercising a particular potential vulnerability, and the resulting impact of that adverse event on the 

organization.(Risk Management Guide for Information Technology Systems; Gary Stoneburner, 

Alice Goguen1, and Alexis Feringa ,July 2008) 

 
On the other hand, risk  mitigation; the next process in risk management “involves prioritizing, evaluating, 

and implementing the appropriate risk-reducing controls recommended from the risk assessment process” 

(Stone burner et al, 2002).  

 
In this model, an authoritative list of common risk factors in information system development was identified 

and prioritized in a 2x2 matrix according to two different metrics: 

* perceived level of control of the risk inside the organization and  

*perceived relative importance of  the risk  

An alternate methodology, described by Stoneburner et al divides risk assessment in 9 steps, where only a few 

of them play a supportive role in the authorization phase. 

Risk analysis could be conducted using several methodologies, such as:  

 Failure Mode and Effect Analysis (FMEA),  

 Fault Tree Analysis (FTA) or  

 Benefit Cost Analysis (BCA, Gillen et al.  1999 

4.0 Values: 

 IS/IT project development is a big investment =>an inherent return value for the resources spent by the 

organization such as: 

 monetary assets, 

  time and personnel.  

 performance, 

  efficiency and  

 saving estimation, which makes the identification and analysis of the desired value features 

critical for project authorization. 

Company size Average cost 

small $2,322,000 

medium is $1,331,000 

large $434,000 

Appendices: 1.1 average cost of projects                                 

http://books.google.com/books?id=5QDYVkE9tB4C&printsec=frontcover&dq=risk+management+for+it+projects&source=bl&ots=RqM8NKU3kA&sig=TndmISZ8h4G5CjKvtDDaC6g65lM&hl=en&ei=USyWTMnOLOGIOMD4jIoJ&sa=X&oi=book_result&ct=result&resnum=4&sqi=2&ved=0CCsQ6AEwAw#v=onepa
http://www.hhs.gov/ocr/privacy/hipaa/administrative/securityrule/nist800-30.pdf
http://www.hhs.gov/ocr/privacy/hipaa/administrative/securityrule/nist800-30.pdf
http://www.hhs.gov/ocr/privacy/hipaa/administrative/securityrule/nist800-30.pdf
http://en.wikipedia.org/wiki/Risk_analysis
http://en.wikipedia.org/wiki/Failure_mode_and_effects_analysis
http://en.wikipedia.org/wiki/Fault_tree_analysis
http://www.gisdevelopment.net/proceedings/gita/2000/user/user002pf.htm

